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assessment of support and delivery at
service providers:
b The adequacy of customer service

provided to clients.
b The ability of the entity to provide

and maintain service level performance
that meets the requirements of the
client.

1. A rating of ‘‘1’’ indicates strong IT
support and delivery performance. The
organization provides technology
services that are reliable and consistent.
Service levels adhere to well-defined
service level agreements and routinely
meet or exceed business requirements.
A comprehensive corporate contingency
and business resumption plan is in
place. Annual contingency plan testing
and updating is performed; and, critical
systems and applications are recovered
within acceptable time frames. A formal
written data security policy and
awareness program is communicated
and enforced throughout the
organization. The logical and physical
security for all IT platforms is closely
monitored and security incidents and
weaknesses are identified and quickly
corrected. Relationships with third-
party service providers are closely
monitored. IT operations are highly
reliable, and risk exposure is
successfully identified and controlled.

2. A rating of ‘‘2’’ indicates
satisfactory IT support and delivery
performance. The organization provides
technology services that are generally
reliable and consistent, however, minor
discrepancies in service levels may
occur. Service performance adheres to
service agreements and meets business
requirements. A corporate contingency
and business resumption plan is in
place, but minor enhancements may be
necessary. Annual plan testing and
updating is performed and minor
problems may occur when recovering
systems or applications. A written data
security policy is in place but may
require improvement to ensure its
adequacy. The policy is generally
enforced and communicated throughout
the organization, e.g. via a security
awareness program. The logical and
physical security for critical IT
platforms is satisfactory. Systems are
monitored, and security incidents and
weaknesses are identified and resolved
within reasonable time frames.
Relationships with third-party service
providers are monitored. Critical IT
operations are reliable and risk exposure
is reasonably identified and controlled.

3. A rating of ‘‘3’’ indicates that the
performance of IT support and delivery
is less than satisfactory and needs
improvement. The organization
provides technology services that may
not be reliable or consistent. As a result,

service levels periodically do not adhere
to service level agreements or meet
business requirements. A corporate
contingency and business resumption
plan is in place but may not be
considered comprehensive. The plan is
periodically tested; however, the
recovery of critical systems and
applications is frequently unsuccessful.
A data security policy exists; however,
it may not be strictly enforced or
communicated throughout the
organization. The logical and physical
security for critical IT platforms is less
than satisfactory. Systems are
monitored; however, security incidents
and weaknesses may not be resolved in
a timely manner. Relationships with
third-party service providers may not be
adequately monitored. IT operations are
not acceptable and unwarranted risk
exposures exist. If not corrected,
weaknesses could cause performance
degradation or disruption to operations.

4. A rating of ‘‘4’’ indicates deficient
IT support and delivery performance.
The organization provides technology
services that are unreliable and
inconsistent. Service level agreements
are poorly defined and service
performance usually fails to meet
business requirements. A corporate
contingency and business resumption
plan may exist, but its content is
critically deficient. If contingency
testing is performed, management is
typically unable to recover critical
systems and applications. A data
security policy may not exist. As a
result, serious supervisory concerns
over security and the integrity of data
exist. The logical and physical security
for critical IT platforms is deficient.
Systems may be monitored, but security
incidents and weaknesses are not
successfully identified or resolved.
Relationships with third-party service
providers are not monitored. IT
operations are not reliable and
significant risk exposure exists.
Degradation in performance is evident
and frequent disruption in operations
has occurred.

5. A rating of ‘‘5’’ indicates critically
deficient IT support and delivery
performance. The organization provides
technology services that are not reliable
or consistent. Service level agreements
do not exist and service performance
does not meet business requirements. A
corporate contingency and business
resumption plan does not exist.
Contingency testing is not performed
and management has not demonstrated
the ability to recover critical systems
and applications. A data security policy
does not exist, and a serious threat to
the organization’s security and data
integrity exists. The logical and physical

security for critical IT platforms is
inadequate, and management does not
monitor systems for security incidents
and weaknesses. Relationships with
third-party service providers are not
monitored, and the viability of a service
provider may be in jeopardy. IT
operations are severely deficient, and
the seriousness of weaknesses could
cause failure of the financial institution
or service provider if not addressed.

Dated: January 13, 1999.
Keith J. Todd,
Executive Secretary, Federal Financial
Institutions Examination Council.
[FR Doc. 99–1175 Filed 1–19–99; 8:45 am]
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FEDERAL MARITIME COMMISSION

Notice of Agreement(s) Filed

The Commission hereby gives notice
of the filing of the following
agreement(s) under the Shipping Act of
1984.

Interested parties can review or obtain
copies of agreements at the Washington,
DC offices of the Commission, 800
North Capitol Street, NW., Room 962.
Interested parties may submit comments
on an agreement to the Secretary,
Federal Maritime Commission,
Washington, DC 20573, within 10 days
of the date this notice appears in the
Federal Register.

Agreement No.: 202–010689–080.
Title: Transpacific Westbound Rate

Agreement.
Parties: Kawasaki Kisen Kaisha, Ltd.,

A.P. Moller-Maersk Line, Mitsui O.S.K.
Lines, Ltd., Nippon Yusen Kaisha, Ltd.,
Orient Overseas Container Line, Inc.,
Sea-Land Service, Inc.

Synopsis: The proposed amendment
provides that members to individual
service contracts subject to the
Agreement, which are filed through and
by the Agreement staff, may authorize
the Agreement Manager to execute such
contracts on their behalf.

Dated: January 13, 1999.
By order of the Federal Maritime

Commission.
Bryant L. VanBrakle,
Secretary.
[FR Doc. 99–1176 Filed 1–19–99; 8:45 am]
BILLING CODE 6730–01–M

FEDERAL MARITIME COMMISSION

Notice of Agreement(s) Filed

The Commission hereby gives notice
of the filing of the following


